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AHHOTaIUsI. AKTyaJbHOCTh HCCJICIOBAHHS OIpPEACIIeTCs HEOOXOMUMOCThIO yBEIMYeHHUS S((EKTHBHOCTH
MIPOTUBOACHCTBUS KuOeppecTynHocTH. Llenbio TaHHOM CTaThH SIBJIAETCS TMOMBITKA 3MYJISIMU [TPOrPAMMHOIO
MOJYJISL CUMYJIATOpA-TpEeHaXKepa, MMUTHUPYIOLIETO MPOIIeCC MPOHUKHOBEHMsS B OecrpoBoaHyro cetb Wi-Fi ¢
WCIIOJIb30BAaHUEM TIPHHITUIIOB COIMAJIBHON HWHXKCHEPHH, KOTOPBbIH MOXKET OBITh HCIIOJB30BAaH B IPOIIECCE
MOJATOTOBKK TPOQWILHBIX CHEUATMCTOB. JIsd JOCTHIXKEHHsI TTOCTABJICHHONW IEIM HEO0OXOAUMO PEIINTh
CIIEAYyIONIMEe 3aJa4yd: 3allyCTUTh pa3paOOTaHHBIA IPOrPaMMHBIA MOIYJb; BbIOpaTh MPOrPAMMHYIO CPEILY;
OCYIIIECTBUTh KOMITMJISIIIAIO ITPOrPaMMHOI0 MOAyJs. B mporiecce perieHust chOpMyJIMPOBaHHBIX 3a1a4 ObLI
IIPOBEICH aHAJIN3 KPUMHHOI'CHHOM OOCTAHOBKH B 4YaCTH KUOEPIPECTYIMHOCTH, OBUIM HMCIOJIB30BaHBI OOIIe- U
YaCTHOHAYYHbIE METO/AbI TIO3HAHUS (IMAJCKTHUECKMH, aHajiu3, CHHTE3, aHaJIOrus, MpPOCLUPOBAHUE,
MIPOrHO3UPOBAHUE U T. 1I.), TJIABHBIM M3 KOTOPBIX SIBHJICS METOA MOMIYJBHOIO MPOSKTUPOBAHHUS aIlllapaTHO-
MPOrpaMMHOr0 KOMITIeKca. Ha 0CHOBaHHH BBITIONTHEHHBIX Pa0oT ObLT CO3/1aH IPOrpaMMHBII MOTYIT CUMYJISITOPA.
[poBenenHoe wWccIeAOBaHUE TO3BONISET CHENATh BBIBOA O HEOOXOJUMOCTH HCIIONB30BaHUS IOJTOOHBIX
anmapaTHO-TIPOrPaMMHBIX KOMILIEKCOB JUIS IOATOTOBKU COTPYAHUKOB MPABOOXPAHUTEIHLHBIX OPTaHOB.
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Abstract. The relevance of the study is determined by the need to increase the effectiveness of countering
cybercrime. The study attempts to emulate a simulator software module that imitates the process of penetration
into a wireless Wi-Fi network applying principles of social engineering. Such a device may be indispensable
to specialist training. To achieve this goal, it is necessary to solve the following tasks: launch the developed
software module, select a software environment, and compile the software module. In the process of solving
the formulated tasks, the authors analyzed the criminal situation in terms of cybercrime, employing general
and private scientific methods of cognition (the dialectical method, analysis, synthesis, method of analogy,
projection, forecasting, etc.), the main one being the method of modular design of the hardware and software
complex. Based on the research findings, a simulator software module has been created. The study reveals the
need to use such hardware and software complexes for training law enforcement officers.

© Bopucenko A.B., Akanbes B.JI., KoBanesa E.I'., Hopukosa E.A., 2025

873


mailto:borisenko02.94@mail.ru

Beal'V

OkoHomuka. MHdopmaTuka. 2025. T. 52, Ne 4 (873-886)
Economics. Information technologies. 2025. V. 52, No. 4 (873—-886) d‘

1576

Keywords: cybercrime, simulation of an attack on a wireless network, simulator, emulation of a software
module, handshake

For citation: Borisenko A.V., Akapyev V.L., Kovaleva E.G., Novikova E.A. 2025. Emulation of the Attack
Simulation Software Module to a Wireless Network. Economics. Information technologies, 52(4): 873-886
(in Russian). DOI 10.52575/2687-0932-2025-52-4-873-886; EDN PRAXZD

BBenenue

Poct ucnonb3oBanust HU(PPOBBIX PELICHUH B TOBCEIHEBHOM AEATEIBLHOCTU B cepe OusHeca u
rOCYy/IJapCTBEHHBIX YCIYI CONPOBOXKIAETCS YBEIMUYEHUEM KOJMYECTBa LUMPOBBIX YCTPOMUCTB,
KOTOPBIMHM TOJIB3YIOTCSl IpaxaaHe. Celyac JIOIM PEruCTPUPYIOTCS BO MHOXKECTBE IU(PPOBBIX
aKKayHTOB U IPOBOJAT B MHTEpHETE OOJIbIIE BPEMEHHU, YeM Korjaa-inbo. B cBs3u ¢ 3tuMm pactér
4HCIIO KMOepaTak U ciay4yaeB HHU(POBOr0 MOIIEHHUYECTBA. YBEIMUMBAETCS HE TOJBKO KOJUYECTBO
KOMITBIOTEPHBIX MHIIMJIEHTOB, HO U UX CJIOXHOCTb, a TAK)KE CTENIEHb HETaTUBHOT'O BO3JIEHCTBUSI.

CraTtucTudeckue JaHHbIE [0 COCTOSIHUIO KHOEpIpecTyIIeHHH 3a SHBaphb — Utojib 2025 roja XoTh
U CBUJETEIBCTBYET O TOM, UTO 00IIIee KOJIMUECTBO 3apErUCTPUPOBAHHBIX IPECTYIJICHUI CHU3UIIOCh
Ha 4,5%, HO TO3BOJSIOT CUWATATh JAaHHBIA BHUJ TMPOTHUBONPABHON JEATEIHHOCTH Kak
MIPEJICTaBIISIONINI cepbe3Hyt0 yrpo3y obuectBy [B Poccun 3a suBapp-utons 2025 roaa yuiep6 ot
IT-npectynuenuit Beipoc Ha 16 % u cocraBun noutu 120 mupz pyOuneit, 2025].

3JI0yMBIIIJIEHHUKN HaXOJAT HOBBIE CIIOCOOBI MCIIOJIb30BAHUS YA3BUMOCTEH: OT MOXUTHUTENEH
nH(pOpMalKH, B3JIaMbIBAIOIINX MUJUITMOHBI YUETHBIX 3amuced, 10 OaH] BbIMOraTenei, MeHSIOMMNX
TAKTUKy IIAHTaa, W KUOEPHPECTYNHHUKOB, MCIOJb3YIOIIUX HCKYCCTBEHHBIH MHTEIUIEKT.
[IpopomxkaeT pactu yucio miatdopm, mpemiararomux ycayra DDoS-arak, 9To B COBpEMEHHOM
MHpE, BO MHOI'OM I0JIararoieMcs Ha OHJIaiiH-CEPBUCHI, MOXKET CEIaTh MIIAaTGOPMbI HEOCTYITHBIMH.

Poct kosimuecTBa ceTEBBIX aTak M aKTOB KnOepMoleHHnuecTBa ¢ Havana CBO akTyanus3upyer,
B YaCTHOCTH, HEOOXOJMMOCTh KadyeCTBEHHOTO pOCTa YPOBHS NPO(ECCHOHAIBHOW MOATOTOBKU
COTPYIHHMKOB IIPABOOXPAHUTEIBHBIX OPTAHOB.

Pemenne yka3zaHHOW 3afaudl OCIJIOKHSETCA OTCYTCTBHEM HEOOXOAMMOIrO amnmapaTHOTO MU
IIPOrPaMMHOTO O0€cle4yeHusl BEAOMCTBEHHBIX BY30B M HENOBOPOTIMBOCTBIO CHUCTEMBI 3aKyIOK
TOBApOB U YCIYT JJIsl TOCYJApPCTBEHHBIX HYX].

Jns npuMmeHeHuss B 00pa3oBaTelbHOM Ipoliecce MPO(UIBHBIX BY30B U IMPEOJOJICHUS
YKa3aHHBIX MPENATCTBUN IPEAJaraeTcs BapUaHT WCIOJb30BaHUSA CHMYJATOpA-TpEHaXepa,
UMUTHUPYIOIIETO CETEBbIE IPOHUKHOBEHHUS.

OO0BEeKTHI M MeTOABI HCCJICA0BAHNSA

B coBpemeHHYI0 IMGPOBYIO 310Xy OECIIPOBOAHBIC CETH CTAIM HEOTHEMJIEMOH YacThIO HaIICH
moBceaHeBHOM >ku3Hu. OT cMapToHOB 10 «yMHBIX» aomoB [Ramadan, 2022; Abdalla, Tang,
Marojevic, 2025], or mnpeanpusTuii 10 OOLIECTBEHHBIX MECT — OECIPOBOIHBIE TEXHOJIOTHH
MIPOM3BENH PEBOIIOLUIO B TOM, KaK Mbl 00IIaeMcsi, paboTaeM U KUBEM. DTH CeTH 00ECIIeYNBAIOT
Oecrpele/IecHTHOE yI0OCTBO, IMO3BOJISASI HAM TOJKIOYAThCA K HMHTEPHETY O€3 IPOBOJIOB, 4TO
CHOCOOCTBYET yAanéHHOU paboTe, OHJIAWH-TIOKYIKaM, OOIIEHUIO B COLUATBHBIX CETSIX U MHOTOMY
npyromy [Zhukabayeva, Karabayev, Nurusheva, Satybaldina, 2024].

Opnako y 3TOro yao0cTBa ecTh U 00paTHasi CTOPOHA: YA3BUMOCTH B CUCTEME 0€30MacHOCTH.
Kak u y Bcex TEXHOJIOTHA, y OECIIPOBOAHBIX CETEH €CTh CBOM YSA3BHMBIC MECTa, KOTOPHIMH MOTYT
BOCIIOJIB30BATHCSL 3JIOYMBINIJIEHHUKHA. DTO Majlka O JABYX KOHIaX: OecrpoBOJIHBIE TEXHOJOTHUHU
HEBEPOSITHO YAOOHBI, HO TIPU 3TOM CO3JIAI0T TMOTEHIIUAIBHBIE YTPO3bl OE30MACHOCTH U OTKPBHIBAIOT
MOTEHIIMATBHBIE BO3MOYKHOCTH ISl KHOEPIPECTYITHUKOB.

KubepripecTymHOCTh cTajla CcepbE3HOM NPOOIEMOM, HMMEIOIICH CIIOXKHBIC COIHANbHBIC H
SKOHOMHYECKHE TIOCTEACTBUSA, HAHOCAIIME yiepd HalMoHanbHOW Oe3omacHocTH. Pacrymias
paclpoCTpaHEHHOCTh U JTUBEpPCH(PHKAIUS CTpaTeTHWid U METOJIOB KHUOEPIPECTYMHOCTU CTaIH
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CephE3HBIM MPEIMATCTBHEM KaK Ul MOHUMAaHHUS MaciiTaboB CYIIECTBYIOIIMX PUCKOB, TaK W IS
pa3paboTku APPEKTUBHON MOJUTHKHU MPEIOTBPAIICHHUS KHOEPIPECTYIUIEHUH JUIsi KOMMEPUYECKHX
CTPYKTYP, TOCYAapPCTBEHHBIX YUPESIKICHUN U PU3UUECKUX JIHILI.

OrpoMHO€ KOJTMYECTBO (PMHAHCOBO MOTHBUPOBAHHBIX BTOPYKEHHH, COBEPILIAEMBIX €KETHEBHO,
TaKXKe OKa3bIBACT KYMYJISATHUBHBIN 53(dekT, CHmKas KOHKYPEHTOCHOCOOHOCTh HAIlMOHAIBHOU
HSKOHOMHUKH M CO3/1aBasi OIPOMHYI0O HAarpy3Ky Ha CHEIHaJIHCTOB IO KHOEpOE30MacHOCTH, 4YTO
MPUBOANT K CHIDKEHHUIO X TOTOBHOCTH K Pad0OTE M BHITOPAHHIO.

[IpaBooXpaHUTENbHBIE OpTaHbl CTPEMATCS pa3padoTatb S(GGEKTHBHBIE CTPATETHH YIS
IIPEeIOTBPAILEHUsT U paccieqoBanus kubeprpecrymiennii [ Yavorsky, Useev, Kurushin, 2021], no
MIPU 3TOM HEOOXOIMMO YYUTHIBATh, YTO MPOIECC PACCIECIOBAHUS KHOEPIPECTYITICHUN CIIOKEH U
TpeOyeT CHenuaabHONH MOArOTOBKH, 3HAHWKA O KOMITBIOTEPHBIX CHUCTEMax M HaBBIKOB cOopa
AIIEKTPOHHBIX JJOKA3aTEIbCTB.

CormacHo craructuke Kaspersky Threat Intelligence (puc. 1) nHaubGonbiIyto 1010
KHOEpIpecTyIIeHU 3a CeHTAOPh 2025 To1a COCTaBISAIOT MOMBITKY MPOHUKHOBEHUS, 10T KOTOPBIMH
MOJIPa3yMEBAIOTCS TOTIHITKH B3JI0Ma CHUCTEMBI M3BHE C IIENBIO HCIIOJIb30BAHUS YA3BUMOCTEH U
MOTEHIIMAIFHOTO COBEPIICHUS] MOIICHHUYECKUX JEHCTBHUH, pPACTpaThl WIH 3JIOYIOTPEOICHHUS
[MaTepakTrBHAsA KapTa Kubepyrpos, 2025].

CTpyKTypa BblABAEHHbIX Yrpo3 3a ceHTAbpb 2025 roga B Poccum
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Puc. 1. 'uctorpamMmma ckaHUPOBAaHHUS BEISIBIEHHBIX YTPO3 (B MPOIEHTAX )
Fig. 1. Histogram of the scan of identified threats (percentage)

Pa3HOBUIHOCTHIO MPOHUKHOBEHUH SIBJISIFOTCS aTaKK Ha OECIIPOBOIHYIO CETh, TPEICTABIISIOIINE
co00#1 BpeIOHOCHBIC ICHCTBUS WM CTpPaTerHH, HAIllpaBJICHHBIC HAa HMCIIOJIb30BAHHME YSI3BHMMOCTEH
cucTeM OeCcnpoBOJHOW CBs3W, BKIOYas ceth Wi-Fi, MOOWIbHBIE CeTH Tepeiadyd TaHHBIX U
Bluetooth-coequnenus.
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Ilenpro TakMX aTak MOXET OBITh YTO YTOJHO: OT HECAHKIIMOHUPOBAHHOTO TIepexBaTa M
W3MCHECHHS JITAaHHBIX JI0 HapylmieHuss paboThl CETH M YyIpaBlieHUs ycrpoiicrBamu. [loCKoIbKy
OECIIPOBOJIHBIC CETH MEPENaloT JAaHHBIE M0 PAAMOKAHANy, OHU TI0 CBOCH CYTH NPEIOCTaBISIOT
MOTCHIIMATBHBIM 3JI0YMBIIUICHHUKAM OOJIBIIE BO3MOXKHOCTEH ISl IOCTYIIA, YeM MPOBOHBIC CETH.
CnenoBaTtenbHO, 0€3 HAASKHBIX Mep O€30MacHOCTH 3TH CETH MOTYT OBITh YSA3BUMBI JIJIst
HECaHKIIMOHUPOBAHHOTO JOCTYIA U HEMPABOMEPHOTO HCIIOJIb30BAHUS, YTO CTABUT IO yIPo3y Kak
MepPCOHAIBHBIC, TAK H KOPIIOPATHBHBIC JAHHEIE.

Hau6onee 3 pekTuBHBIM cpeIcTBOM MPOTHBOICHCTBYS IIPOHUKHOBCHHUIO B HACTOSIIIEE BPEMS
SIBIIIETCS TECTHPOBAaHWE Ha MPOHMKHOBeHme (mim menrect) [Teichmann, Boticiu, 2023; Torres-
Trujillo, Meza-Alarcon, Ticona, 2024]. TectupoBanue Ha MPOHUKHOBEHHE TOMOTAET OPraHU3aIHsIM
BBISIBIISITH  YSI3BUMOCTH M HEJIOCTAaTKHM B CBOMX CHCTEMax, KOTOPbIE WHA4Ye OHW MOTJHU OBl HE
obHapyxuth [Kypasnesa, Tkauenko, 2023]. DTo mo3BOJSET MPEeAOTBpaIIaTh aTakd O UX Hadaja
[Bodenhausen, Mangel, Vogt, Henze, 2025], mockoyibKy OpraHu3alMd MOTYT YCTPaHSTh
BBISIBJICHHBIC YS3BUMOCTH, YTO AaKTyaIM3UPYyeT HEOOXOIMMOCTh WCIIOJIb30BAHUS B TIpoOIecce
MOJATOTOBKH  TIPABOOXPAHUTEIBHBIX  KaIpPOB  COOTBETCTBYIONIMX  AIIapaTHO-IPOTPAMMHBIX
MMHTATOPOB CETEBBIX aTak [ AkambeB, CaBoTueHko, 2015].

OpHako TIPOBEJIEHUE IIEHTECTa MPEJACTaBIsSET COOOH JIOBOJLHO-TAKH JIOPOTOCTOSIIEE
meponpusitie [Prayatno, Tohari, Susilowati, 2024]. iMenHo 310 00yciaaBiuBaeT HEOOXOAUMOCTh
pa3pabOTKH U UCTIOIB30BAHUS B YIC€OHOM TpOIlecce CUMYIISTOPOB MTPOHUKHOBEHUSI.

AHAJIN3 rOTOBBLIX CHCTEM

ba3oBbix 3HaHui B oOmacth KuOEpOE30MACHOCTH CETOAHS HEAOCTATOYHO, IOCKOJIBKY
3JIOYMBIIIJICHHUKN C KaXKIbIM JHEM CTaHOBSTCA BCE 0oJiee OPraHM30BAHHBIMHU U U3OIPEHHBIMU.
Heob6xomumo  mpumeHsATh  Oe3oTiaratelibHble Mepbl Ui TOBBINIEHUS  A(G(HEKTHBHOCTH
dbopMupoBaHHS ~ KOMIIETGHTHOCTH B o0macth  KuMOEpOE30MmacHOCTH Yy COTPYAHHUKOB
MIPAaBOOXPAHUTENbHBIX OPraHOB M JIYYHIMM CHoco0 chenath 3TO — MPAaKTHUYECKUE 3aHSTHUS C
HCI0JIb30BAHUEM CUMYIISITOPOB.

B HacTosiiee Bpems Ha OTE€4ECTBEHHOM M MEXAYHAPOIHOM PbIHKAX MPUCYTCTBYET LEIbIN Pl
TPEHAXKEPOB M OMYJISTOPOB, KOTOPbIE MOTYT OBITh HCIOJIB30BaHBI HA PAa3JIMYHBIX YPOBHSX
MTOJTOTOBKH COTPYJAHUKOB 10 kKnbepoe3zonacHocTH (Tadm. 1).

Ha oTteuecTBEeHHOM pBIHKE TPEHAXKEPOB U AIMYISITOPOB B Chepe MOJATOTOBKU CHEIHAINCTOB 110
3amuTe MHPOpMAIMK BblAenseTcs npoaykuus GupMmbl «Yurex-IIpopu», B mepeune KOTopoi mo
paccMaTpuBaeMoil mpoOeMaTuKe MOYKHO BBIICTIUTh BUPTYallbHbIE TpeHaKephl «CHUCTEMbI KOHTPOJIS
W yopaBlieHusi JaocTynom», «CpeacTtBa NpoOrpaMMHO-ANMapaTHONW 3alluThl  HMHGOPMALUNY,
«MexceTeBble JKpaHbl HOBOTO TOKOJEHHS» M BHUPTyalbHbIH YyueOHUK «KubepOe3omacHOCTb.
AHanus ¥ ynpasieHHe yI3BUMOCTIMUY». Ero G yHKIIMOHAIBHOCTD:

— TEOPETUYECKHUIl pa3zien ¢ AEMOHCTpaluell pa3IuyHbIX MPOIECCOB aHANHM3a U YIPaBJICHUS
ySI3BUMOCTSIMU;

— CTPYKTypUpOBaHHAasi HABUTAIUS TI0 pa3zeiiam;

— HACTpPOWKH TMPOCMOTpPa TEOPETHMUECKOr0 MaTepuana [BupryanbHble TpeHaxepbl U
amynsaTopsl, 2025].

CpaBHUTENIBHO HOBBIM  HAMpaBJICHHEM pPa3BUTHS  HUCIOIB30BAaHUS CHUMYISATOPOB B
o0Opa3oBaTeNbHOM TpoIlecce SIBISIETCS co3aHue nabopaTopuil kubepoezonacHocT. Jlaboparopus
K1OepOe30MacHOCTH — 3TO BUPTyalbHasl cpe/ia, B KOTOPOM MOKHO MPOUTH MPAKTHUECKOE 00yUeHue,
BBITIOJTHSS CMOJICTTMPOBAHHBIE 3aJaHus WK clieHapui. OOBIYHO OHU UCTIOJIL3YIOTCS JUTsI TOBBIICHUS
YPOBHS 3HAHUW U Pa3BUTHS HABBIKOB.

Jlaboparopus kubepOe3omacHOCTH OO0JalaeT TeMH XKe MPEUMYIIECTBaAMH, 4YTO U JH000e
MPAKTUKO-OPUEHTUPOBAHHOE OOy4YeHHe paboTe ¢ MpOrpaMMHBIM OOecredeHreM, obOecredynBas
BO3MOHOCTh TPOBEACHUS TPEHUHTOB TO HWHPOPMAIIMOHHOW O€30MacHOCTH, MPEIOCTaBIss
JIOTIOTHUTEIHHYIO 3alIUTy OT aTaK ¢ UCTIOJIB30BAHUEM COIMATBHON HHKEHEPHH.
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Bupryanbasle TpeHaXepsl U IMYJIATOPBI
Virtual simulators and emulators

Tabmauua 1
Table 1

HaumenoBanue

«KubepOe3omacHOCTh

paboTBl MEXKCETEBBIX OSKPaHOB W OOyUEHUS

DYyHKIHOHAT YcioBust npuodpereHus
U NIPOM3BOJAUTEIb

Buptyaneusiit  Tpenaxep | IlpeanasHauen  gns gemoHcrpaumu W | Jlumensus Ha 10 mect
«CHCTeMBbl  KOHTPOJNISL W | U3y4YeHUs] TPHHIUIOB paboTel, a Takxke | (eHa TpedyeT yToOuHeHHs)
YIOPABIECHUS  JOCTYIIOM» | MOHTa)»a M HAaCTPOMKH CUCTEMBI KOHTPOJI U
(Yurex-Ilpodwu, Poccust) ynpasnenus goctynom (CKY D)
Buptyanbubiit  Tpenaxep | IlpeanasHauen gt o3HakomusieHuss ¢ | JIumensus Ha 10 mecT
«IIpumeHeHne CpelcTB | anroputMamMu  pabOThl  MPOTPaMMHBIX | | (1leHa TpeOyeT YTOUHEHHS)
MPOrpaMMHO-aNIapaTHON | MPOrpaMMHO-aNIapaTHBIX CPENCTB OOPBOBI C
3aIIMUTHI WHPOPMAII» | HECAHKIIMOHUPOBAHHBIM JIOCTYIIOM.
(Yurex-Ilpodwu, Poccust)
Bupryaneueiit  TpeHaxep | IlpeanasHauen st wm3ydeHuss npuHOunoB | Jinmensus ©Ha 10 mecT

(mena TpedyeT yTOTHEHW )

MOJIENIPOBATh YTPO3HI

(Varex-IIpodwu, Poccust) pabote TUTST 3aIUTHI CETEeBOM

HH(PACTPYKTYpHI
Bupryanbubiit  yueOnuk | [Ipeanasnaven ans o0ydenust teopernueckum | Jlumen3uss Ha 10  mect
«Kubepbe3zomacHocTb. OCHOBaM aHam3a 17§ yrpasiienus | (ieHa TpeOyeT yTOuHEeHHS)
AHanmu3 ®  YIpaBJICHHUE | YI3BUMOCTSIMHU.
ysI3BUMOCTIMI)  (VUTex-
IIpodu, Poccus)
JlaGopaTopus ITozBonser OpraHu3alusIM npoBoauTh | MHbopMalius 3aKpbiTa
KnOepOe30MmacHOCTH yBIIGKATEIbHBIC TPAKTHYECKUE 3aHSATHS B
(CloudShare, CIIIA) 000 oTpacian KrOepOe30MacHOCTH,

JlaGopaTopus
kubepoe3omacHoctr (Hack
the Box, BemukoOpuTtanmst)

KommutekcHas miatdopma, KOTopasi IIOMOraet
OpPraHM3alMsIM  pPa3BUBaTh BCE  ACIHEKTHI
KnOepOe30macHOCTH — OT 0a30BBIX 3HAHUU 10
MPOJIBUHYTHIX HABBIKOB

WNudopmarus 3akpbiTa

JlabGopaTopuu
KubepOe30ImacHOCTH
(CyberDefenders, CI1IA)

Conepixat peaibHbBIE CIIEHAPUH U OHOIHOTEKY
HIPOBBIX 3a/1a4 10 0€30MacHOCTH

OOJstaudbple  J1abOpaTOpUH
JIOCTYITHBI 11O MTOJIIHICKE

[peaHa3HauYeHHOe Ui 00yUeHUs] XaKUHTy

ITnatdopma AttackDefense | Comepsxkutr  Gomee 2000  yrmkanbHbIX | JlocTymHa o

Labs, Pentester Academy | saGopaTopHBIX YIIPAKHEHU I 0 | ©KEMECSYHOM MOMUCKE Ha
KnOepOe30MmacHOCTH Pentester Academy

Project Juice Shop (®oung | IIpencraBasier coboii HaMepenno | Pacnpocrpansercs B

OWASP, CIIIA) HeOe3oImacHoe BEO-TIPUIIOKEHHUE, | COOTBETCTBUU C YCIOBHSIMH

munensuud MIT

[Mnatdopma mns oOyueHus

letimucunmpoBanHas cpema mis oOy4eHws,

Wudopmarnus 3akpeita

HaBBIKaM OXBaThIBAIOIIAS  BCE  ACMEKThl —  OT
KnOepOe30macHOCTH 0e30ImacHOCTH HHPPACTPYKTYPHI u

(Immersive Labs, | mpuiokeHuit 10 MOHUTOPHHTA YIPO3.

BenukoOpuranus)

Ientp ynpasyienus | ObecrnieunBaeT ympaBisieMoe HWMMeEpCHUBHOeE | Peructpariust
6e3omacHocThio (SOC) Ha | oOydeHue no kubepOe3onacHocTH | monb3oBatens  (or 25
Oaze HUCKYCCTBEHHOI'O | HE3aBHCHUMO OT YPOBHSI ITOJITOTOBKH. JIOJIIAPOB CIIA 3a
nntemiekra (TryHackMe, TMOJTL30BATENS )
Benukobpuranusi)
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JlaGopaTopun kuOepOe30IaCHOCTH MOTYT CYIIIECTBEHHO IMOBIIUATH Ha Iporecc (hOPMUPOBAHUS
npodeccnoHAIbLHON KOMITIETEHTHOCTH MPABOOXPAHUTENICH B YACTH BBISIBJICHUS YIPO3, PEarupoOBaHUS
Ha HUX U YCTPAHEHUS WX MOCIICICTBUN.

Ha 2025 rox cpemu my4mux jgabopaTopuii o KuOepOe30MmacHOCTH BBICISIOT UIaThopMy
CloudShare, koTopast M03BOJISIET TPOBOAUTH TIPAKTUYECKUE 3aHATHS B 00J1aCTH KHOEpOE30MacHOCTH.
C ee MoOMOIIBI0 MOKHO CO3/IaBaTh COOCTBEHHBIE CPEllbl B JTIOOOM oOJake 0e3 HamucaHus KoJa U C
MUHUMAJIbHON HACTPOWKOH, UTO TMO3BOJISET MOICITMPOBATH YTPO3bI, IIPOBOIUTH TAKTUYSCKUE YUCHUS
U TIOJTy4YaTh IMOJIe3HYI0 nH(popMaruio 06 spdexruBHOCTH ydeOHOTO Tporiecca [The 8 Best Virtual
Cybersecurity Practice Labs, 2025; Kumar, Niranjan, Reddy, Himanshu, Raju, Goud, 2025].

Kommnnekcnas nminargopma Hack the Box npenocrasnser mupokuii criekTp 3a1a4 A1 IpaKTUKU
B oOnacth KuOepOe30macHOCTH: OT 0a30BBIX 3aJaHUM JI0 TMPOABHUHYTHIX KekcoB. Ilmardopma
OTJIMYHO MCIOJb3yeT redMuduKaIuio, npumMepomM Kotopol sisercst urpa «Capture the Flagy —
HacTpanBaeMas ¥ 3aXBaThIBAIOIas KOMaHIHAs cuMYyJsius B3iaoma. Hack the Box takke mpeaaraer
ITUPOKUN BBIOOP KUOEPIOJMTOHOB, CUMYJISIUN aTak W MPAKTUYSCKUX JIAOOpATOPUH Kak JjIst
YACTHBIX JIMII, TaK U JJI1 KOMIIAHUH U TTPETIOaBaTeIICH.

Byayun onHo# u3 Beaymmx KoMmaHui mo oOydyeHuro kubepOezonacHoctu B mupe, Crybary
pacriojlaraetT OOMIMPHBIM ~ KaTaJloTOM OOyYaromUX MaTepHalioB 1O KHOepOe30ITacHOCTH,
pa3paboTaHHBIX OTPACICBBIMU JKCHEpTaMu. B OMOIIMOTEKe KOMIAHWHA MPHCYTCTBYET MHOMXECTBO
1a0b0pPaTOPHBIX PA0OT, OXBATHIBAIOIINX BCE ACTIEKTHI: OT 0A30BOT0 TECTUPOBAHUS HA IIPOHUKHOBECHHE
1 00HAPY)KEHUS BTOPKEHUH JI0 STUYIHOTO B3jI0Ma. MIMeeTcst HECKOJIBKO KypCOB O TOM, KaK CO3JIaTh
IO ITIEP>KUBATh COOCTBEHHYIO JTA0OPATOPHIO.

Jlabopatopun Blue Team ot CyberDefenders ucnonp3yroT UTpoBO# MOIX0I, YTOOBI TOMOYb
CrelHagIucTam 1no HHGOPMaOHHON 0€30aCHOCTH Pa3BUTh MPABMIILHOE MBIIIJICHUE U HABBIKU 15
3amuTel 0T KuOepyrpo3. B maboparopusix peasibHbIE CIIEHAPUM COYETAIOTCS C 3JIEMEHTaMU
reiimupukanuy. CymecTByeT orpoMHas OMOJIHMOTEKa WTPOBBIX 3adad MO OC30IMaCHOCTH, KOTOPHIS
MOXHO O€CIUIaTHO 3arpy3uTh W Pa3BEPHYTh Ha BUPTYaJbHOW MalllWHE, a 00JavyHbIe Ja0opaTOpHu
JOCTYIIHBI IO MOJIHUCKE.

[Tnatdpopma AttackDefense Labs, mocrymnas mo exemecsuHnoidt moamucke B Pentester
Academy, Brmouaer Oosnee 2000 yHMKaIBbHBIX Ja0OPATOPHBIX yhnpaxkHeHuu. Jlaboparopum
JOCTYIIHBI 4epe3 BeO-Opay3ep, M KakKIbpld OOydarolIUiCs MOJKIIOYEH K CBOEH COOCTBEHHOM
BbIZICTIEHHOM J1abopaTtopun 6€3 KaKux-IM00 OrpaHUYEHUN 10 UCIOJIB30BAHUIO.

Project Juice Shop, paspaborannsni dhonmom OWASP, mpencraBiser co0oii HaMepeHHO
Hebe3omacHoe BeO-IpUJIOKEHHE, MpeJHazHaueHHOoe JUisi oOydeHHs xakepcTBy. B mpuioskeHuu
MPEeACTaBICHBI IECATh OCHOBHBIX ys3BUMocTer OWASP, 1InHHBIN CIHCOK HEIOCTATKOB B CUCTEME
0€30MacHOCTH U TabIUIa Pe3yIbTaTOB, B KOTOPOM OTCIEKUBACTCS IPOTPECC MOIH30BATEIS.

[TnaTdopma Immersive Labs, npusnannas nuaepom B peiitunre Forrester Wave: miatdopmbl
s oOyueHuss HaBblkaM kubepOezomacHoctr B 2023 roay, mMOMOraer Kak CIEHUAINCTaM I10
0€30MacHOCTH, TaK U CTYIEHTaM BY30B MPUOOpETaTh KPUTHYECKH BAaXKHBIE HABBIKU B cdepe
oe3onacHoct. [lmardpopma Immersive Labs mpencraBiser coboii reMMudUIMPOBAHHYIO Cpeny
oOyueHus1, OXBaTHIBAIOIIYIO BCE aCMEKThl — OT 0€30MacHOCTU UHGPACTPYKTYPHI U MPHIOKEHUN 10
MOHHUTOPHHTA YIrpo3, — C BO3MOKHOCTBHIO BBITIOJHEHHS YIPaKHEHWNW HAa OCHOBE CIIEHApUEB,
HaIpaBJICHHBIX Ha Pa3BUTHE KOHKPETHBIX 3HAHUN U HaBBIKOB. O0pa3oBaTeIbHbIC YUPEIKICHHUS TAaKKE
MOTYT TMPOBOJAUTH TMOJIHOIICHHBIE CUMYISIIMM KPU3UCHBIX CHUTYalluii, 4TOOBI MPOBEPUTH CBOU
BO3MOYHOCTH TI0 PEarupOBaHUIO HA UHIIHICHTHI.

TryHackMe — sto uentp ympaBnenuss OezomacHocthio (SOC) Ha 0a3e HMCKYCCTBEHHOTO
MHTEJJIEKTa, KOTOPBII 00ecleYrBaeT yrpaBisieMoe UMMEPCUBHOE 00yUYeHHE HE3aBUCHMO OT BaIlEro
ypoBHs1 moarotoBku. [lmardopma ¢ Gonee yem 800 ydeOHBIMU TaOOPATOPUSIMU M MHOKECTBOM
HampaBJICHUH OOy4eHHs] co3/laHa Jjis TOro, uToObl H3y4eHHe KuOepOe30macHOCTH ObLIOo
yBiekaTenbHbIM U nHTepecHbIM [The 8 Best Virtual Cybersecurity Practice Labs, 2025].

I[Ipu BceM (QYHKIMOHAIBHOM pa3HOOOpa3suM M JUJAKTUYECKOW MPHUBIEKATEIHHOCTH
MIEPEYUCIICHHBIE CUCTEMbI O0Jaal0T OJHHMM CYIECTBEHHBIM HEIOCTAaTKOM — OHH TUIaTHBIE. UTO

878



Beal'V

#T‘ OkoHomuka. MHdpbopmaTuka. 2025. T. 52, Ne 4 (873—-886)
“4Y Economics. Information technologies. 2025. V. 52, No. 4 (873-886)

KacaeTcsi pa3paboTOK 3apyOeKHBIX MPOU3BOIUTENEH, TO X MPHOOPETEHNE B HACTOALINX YCIOBHIX
SIBJISIETCS] IPAKTUYECKHA HEBO3MOKHBIM.

Yka3aHHbIE IPEANIOCHUIKY aKTyaIU3UPYIOT HEOOX0AUMOCTh pealu3aliy JOKTPUHBI HEAOPOTO
CHUMYIIITOpa CETeBBIX aTak. He BaaBasch B MOAPOOHOCTH peanu3alid alapaTHON YacTh, MBI
OCTaHOBHUMCS JIMILIb HA AJITOPUTME IMYJISLUN IPOTPAMMHOIO MOAYJISI CUMYJIATOPA.

PesyanaTm HCCJICI0BAHUA

[Iponenypa 3amycka cumynsitopa ONpelessieTcs, B MEPBYIO OYEPEb, BHIOOPOM OIEpalMOHHOM
cucrembl (OC) u HaumHaercs ¢ ee Hactpoiiku. Ham Beidop OC Kali Linux. Beibop oOycnosieHn
HamureM B ykazaHHOM OC Bcex HEOOXOJMMBIX TAaKETOB ISl MPOBEICHWS CETEBhIX arak. Jlis
uHTerpaiuu apaiieepos B Kali LiNUX 1 mpoBeieHns aTaku Ha OSCIIPOBOIHYIO CETh, OY/IET UCTIOIB30BaH
pa3paboTaHHbI TporpaMMHbIN MOIyb [ AkamnbeB, KoBanesa, bopucenko, [lanapun, 2024].

[IporpamMmmupoBanue mporecca UASHTU(GHUKAINN CETEBOT0 00OPYHAOBaHHUs, TOCIE YCTaHOBKHU
JpaifBEPOB MPOBEPSEM KOPPEKTHOE OTPE/ICIICHHUE aJaliTEPOB CUCTEMOM (puc. 2).

N P O]

File Actions Edit View Help

etho no wireless extensions.

wlan@ unassociated Nickname:"<WIFIQREALTEK>"
Mode:Managed Frequency=2.412 GHz Access Point: Not-Associated
Sensitivity:0/0
Retry:off RTS thr:off Fragment thr:off
Encryption key:off
Power Management:off
Link Quality:® Signal level:® Noise level:®@
Rx invalid nwid:® Rx invalid crypt:®@ Rx invalid frag:@
TXx excessive retries:® Invalid misc:@ Missed beacon:@

wlanl unassociated Nickname:"<WIFI@REALTEK>"
Mode :Managed Frequency=2.412 GHz Access Point: Not-Associated
Sensitivity:0/0
Retry:off RTS thr:off Fragment thr:off
Encryption key:off
Power Management:off
Link Quality:® Signal level:® Noise level:®©
Rx invalid nwid:@ Rx invalid crypt:@ Rx invalid frag:@
Tx excessive retries:® Invalid misc:@ Missed beacon:@

unassociated Nickname:"<WIFIQREALTEK>"

Mode:Auto Frequency=2.412 GHz Access Point: Not-Associated
Sensitivity:0/0

Retry:off RTS thr:off Fragment thr:off

Encryption key:off

Power Management:off

Link Quality:® Signal level:® Noise level:@

Rx invalid nwid:@ Rx invalid crypt:® Rx invalid frag:@

Tx excessive retries:@ Invalid misc:0 Missed beacon:@

Puc. 2. IIpoBepka KOpPEKTHOTO ONPEAEIECHUS aJallTEPOB CUCTEMON
Fig. 2. Checking the correct identification of adapters by the system

[lepexoa k 3amycKy CKpUNTa JUIi UMHUTALMK aTakd Ha TOYKY jgoctyma (poyrep). Jlamee
OCYIIECTBIISIIOTCSl 3aIlyCK M TPOBEpPKa C TOCIEAYIOIIeH YCTaHOBKOM TpeOyeMbIX Ui PaOOThI
KOMIIOHEHTOB.

[Tocne mpoBeeHUs TIPOLICYPhI BKITFOUACTCS MOTHOCTHIO HACTPOCHHAS CpeJia JIJIsl IIPOBEICHUS
CETEeBOM aTaku W TpejiaracTcs BeIOpaTh nanbHekee aeiicteue. [IepBbiM dTarmom OymeT mepexsar
xenmameiika [Perez, Selander, Mattsson, Watteyne, Vucini¢, 2024] (t. e. mpoiiecc 3HaKOMCTBa
KJIMCHTA U CepBEPa, BO BPEMsI KOTOPOTO YCTPOUCTBA UACHTUDUITUPYIOT IPYT APYra i 0OMEHHBAIOTCS
cekpeTHbIMU Kirouamu [Saha, Ray, Dasgupta, 2024]) oT KIMEHTOB aTaKyeMO# TOYKH MOCPEICTBOM
WX TOpUHYIUTEIBHOTO OTKIoueHus [Montafiez-Juan, Forteza-Domenici, Garcia-Buades,
Blahopoulou, Ortiz-Bonnin, 2025; An, Pan, Wen, Zhang, 2023]. [To3Tomy 3/1€Ch BBIOHpaETCs MYHKT 2.
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Janee BeIOUpaeTcs HHTEPQEIC TSl MOUCKA IEJIeBOM TOUYKH (puC. 3).

AN N o | O ¢ A O 1400 | @& G

File Actions Edit View Help

s interface for target searching.
[RTL

[RTL81
[Realtek RTL8188EUS]

g |

Puc. 3. Beibop nnTepdeiica s Toucka 1eyIeBOi TOUKH
Fig. 3. Selecting the interface to search for a target point

B nanpHeitmem moabupaeTcs KaHal IS MOMCKa TOYKH JMocTymna (puc. 4). B ommceiBaemom
BapuaHTe aTaku poyrep padortaer Ha yactoTe 2,4 [T, COOTBETCTBEHHO BBIOMpPAETCS ATOT KaHaJ.
3areM ISl MOMCKa BKIIFOYACTCS PEKUM MOHUTOPA M HAUMHAETCS TIOUCK LIETIH.

L EHE

File Actions Edit View Help

Select a channel to monitor

kali | |

Puc. 4. BeiOop kanana
Fig. 4. Channel selection

]%:()I’llil OMpCACIICHBI BCC TOYKU JOCTYIIA HAa KaHAJIC, CKAHHUPOBAHUC OCTAHABJIMBACTCA U HA SKPAaH
BBIBOJUTCA CITUCOK BCEX NJOCTYIHBIX TOUYCK U BLI6I/IpaeTC$I OcjICBas TOYKa (pI/IC 5)
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S emEo>-l-

File Actions Edit View Help

Puc. 5. Beibop 11€71€B0# TOUKH
Fig. 5. Target point selection

Tenepp crenyer mepeiiTh K mepexBaTy XeHJIIEiKa, i1 4Yero HeoOXOAMMO Ha3HAuYWTh
uHTepPENchl Uil OTCIeKUBAHUS, JeayTeHTU(UKAUU M IepexBara. 3aTeM BBIOMpAeTcss METO]
MPOBEPKH MEPEeXBaYCHHOr0 XeHieika (puc. 6).

N eomP o]

Actions Edit View Help

Select a

Puc. 6. Beibop MeToma mpoBepKH MepexBaYeHHOr0 XeH IIIeHKa
Fig. 6. Choosing the method of checking the intercepted handshake

[Tocne npeaBapuTeabHON HACTPOUKH 000PYIOBAaHUS MOXKHO MIEPEXOIUTH K 3aIlyCKy IMepexBara
XEH/IIIeKa TOCPEACTBOM IOAaBIEHUS 11eleBON TOUkH (puc. 7). OOBIYHO ATO 3aHUMAaET OJIHY-/IBE
MMHYTHI.

XeHpmelk mepexBaueH, Ternepb HEOOXOAWMO CPaBHHUTH €r0 C BBEICHHBIM IOJIh30BaTElIeM
napojem, Ajs 9TOro MOJHUMAaeM TOUKY-IBOMHUK. [loka oCHOBHAs TOuka 3ariyiieHa, KIHeHT OyaeT
MBITAaTbCA TOJKIIOYUTHECS K JBOWHHKY W BBEAET IMapoJib, KOTOPBIM OyIeT COMOCTaBIEH C
XCHIIIESHKOM.

Br16op BTOpOro srama. AHAIOTUYHO MEPBOMY dTaly HazHadaeM uHTepdeiricam (QyHKIMH |
3aIyCKaeM TOYKY-IBOMHHUK. DelKoBas TOUKa 3aIlylIeHa, >KJAEM MOJKIIOYEHUS K HEN NOJIb30BaTEsL.
TeM BpeMEHEM Yy MOJIb30BaTENsl OTKIIIOYAKOTCA OT HMHTEpPHETA BCE KIMEHTHl aTaKyeMOW TOYKUA U
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MOSIBJISICTCSI MAIGHTUYHAS B IOCTYIHBIX ceTsX [ AkanbeB, KoBaneBa, bopucenko, [lanapun, 2024], a npu
TIOTIBITKE MOAKIIFOUCHUS K HEW BBIXOUT YBEIOMIICHHE O HEOOXOIMMOCTH BBO/IA MApoJis (puc. 8).

O 4 A © 1412 | & G

Deauthenticating all clie

Puc. 7. 3amyck mepexBaTa XeHAIIEHKa
Fig. 7. Launching the handshake interception

22:52 ol LTE |

captive.gateway.lan
Test

Bxop B Wi-Fi c aBTOpM3... OTMEHUTH

Test (34:E8:94:4A:19:2A)

[na nonyyeHuA goctyna B VIHTEPHET HY>KHO
BeecT WPA naposb cBOen TOYKM JoCTyna.

Beegute napoJib:

¢ OtnpaButb

Puc. 8. YBenomienue o He0OXOIMMOCTH BBOJIA TAPOJIS
Fig. 8. Notification of the need to enter a password

Korna maposb BBeJieH U IPOBEpPEH, OH COXpaHsieTcs B cucteme (puc. 9).
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3 Test-34:E8:94:4A:19:2A.log - GNU Emacs at kali

File Edit Options Buffers Tools Help

B [ W x [@Save 9 Undo X [ 0O (o}

SSID: "Test”

BSSID: 34:E8:94:4A:19:2A ()
Channel: 11

Security: WPA2

Time: 00:03:03

Password: 48149266

Mac: unknown ()

IP: unknown

Puc. 9. Coxpanenne naposst
Fig. 9. Saving the password

HepeXBaT pCajin30BaH 1 INIOCTABJIICHHAA yqe6Haﬂ 3aJa4a BBIIIOJIHCHA.

3akIoueHne

Obecnieuenne HMHGOPMALIMOHHOW OE30MacHOCTH M MPOTHUBOJEHCTBHE KHOEPIPECTYITHOCTH
SBISIIOTCSL HEMPEXOIMMH 33[a4aMi, O KOTOPBIX B COBPEMEHHBIX YCIOBHSX 3a0BIBATH HENB3S.
be3ycnoBHO, HEBO3MOXKHO 3aIIUTUTHCS OT MOTBITOK MPOHMKHOBEHUSI M BO3JICHCTBHS Ha OECIIPOBOHBIC
CETH Ha CTO MPOIIEHTOB, HO MOYKHO HCIIOJIE30BATh 00s3aTENIbHBIC 3IIEMEHTHI 3alUThI OT ataku o Wi-Fi
CeTH, K KOTOPBHIM MOXKHO OTHECTH O00s3aTeNbHOE TPUMEHEHHE CJIOKHBIX Iaposied, KOHTpPOJb
MOAKITIOYCHNUS HOBBIX ITOJIb30BATENEH CETH M OOHOBIICHHE AaHTUBUPYCHOM 3aIlIUTHI CHCTEMBI.

Ho kputmueckuM, ¢ TOYKH 3pEHHUS aBTOPOB, sABJsieTcsl (popmupoBaHMe HH(POPMAIMOHHO-
TEXHOJOTMYECKOH KOMIIETCHTHOCTH CIIEIIMAINCTA B ITPOIIECCE MOATOTOBKH €ro K Mpo(ecCHOHATbHON
IeATeNbHOCTH. B HacTosmee Bpems peann3aiys YKa3aHHOTO Ipoliecca MPaKTHUYECKH HEBO3MOXKHA
0e3 UCII0JIb30BaHuUs 00yJaIONINX TPEHAKEPOB U CUMYJISITOPOB.

[Tpennaraemslii aBTopaMy BapHaHT SMYJSIHMU IPOrPAMMHOTO MOJYNIS UMHTAIMM aTakd Ha
OeCTpOBO/IHYIO CETh SIBIIACTCS MAJIO3aTPATHBIM M OBICTPOpPEATU3yeMbIM CIIOCOOOM JAEMOHCTpAINU
BO3MOXKHOCTEH HCIIOJIb30BAHUSI COBPEMEHHBIX HH()OPMAIIMOHHBIX TEXHOJOTHWH TPH MOJArOTOBKE
COTPYIHUKOB IPAaBOOXPAHUTEIBHBIX OPTaHOB.

Takum o00Opazom, Hanbosee ONTUMAIBHBIM BapHAHTOM HMMHTAIMH aTakd Ha OECHPOBOIHYIO
CeTh SBIISICTCS OMYJSILUS TPOTPAMMHOTO MOJYIS CUMYyNATOpa-TpeHaxepa. JlocTurayra
MIOCTABJICHHAS 1IEJb ¥ MIOATBEPIKCHA TUIIOTE3a UCCICAOBAHMS.
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